
 

 

 
 
ET Statement on Cyber Security and Hacking/Phishing etc. 
 
Unfortunately, we are living in a world where cyber-attacks, hacking, spoof/spam emails, 
‘phishing’ (fake/fraudulent email messages) and ‘smishing’ (fake/fraudulent SMS messages) 
are becoming more and more common in our private and business lives. 
 
Despite having Cyber Essentials Certification and robust and secure IT systems with MFA 
(Multi-Factor Authentication) in place, we still occasionally see fake and fraudulent emails 
internally and externally purporting to be from employees of Enviro Technology Services 
Ltd.  
 
All emails sent out by employees of Enviro Technology use the following structure: 
Firstname.Lastname@et.co.uk and will always end in @et.co.uk 
 
We never send out any business emails ending in gmail.com or hotmail.com or anything 
other than @et.co.uk 
 
Fake emails might purport to be from a named ET employee or have Enviro Technology or 
ET in the email address but often the real identity of the sender can be seen when the 
senders email address is clicked on (i.e. dodgy.person@gmail.com) 
 
We would like to remind all our customers, suppliers, partners and colleagues to please stay 
vigilant and if you ever receive an email from someone purporting to be from Enviro 
Technology where the actual senders email address does not end @et.co.uk then please in 
the first instance call us on +44 (0) 1453 733200 and report this too us and DO NOT click on 
any links within any such email or engage in any way with the sender. 
 
Thank you. 
 
Duncan Mounsor 
Managing Director 
Enviro Technology Services Ltd. 
 
  


